The Solve Rate Philosophy
Over the years, the support center industry has seen the quality of service continue to improve -- from customer service itself to a reduction in incident handling time. With the influence of remote-control tools, professionals at the Tier 1 Level been able to handle more types of incidents and decrease the time it takes to resolve a user’s issue. 

As the support center continues to grow in its abilities to support users, the IT industry is putting a new focus on the solve rate. In the past, the industry strongly emphasized Tier I overall and first call solve rates. While these metrics remain extremely important, a support center seeking to create true value for its user base should employ three solve rate metrics. All three should be tracked and reviewed on an ongoing basis. In addition, the support center must put the tools and mechanisms in place to capture the proper data points for these solve rates. These data points are defined as the classification of the incident (what the problem is) and the ability to flag each incident as to what group has the ability to solve it (who has the capability to resolve the incident). 

The first place to start concerning the solve rate philosophy is the Overall Tier I Solve Rate at the first contact between the support center and user. The OSR has been an important metric for many years, and remains vital.

The Definition:
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A Real Scenario:


The next step in reviewing the support center’s solve rate is the Ability Solve Rate, which measures the percentage of incidents resolved by Tier I. 

The Definition:
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Tracking gives the support center the opportunity to learn why a Tier I issue was not solved and then, a chance to add training and achieve a solution next time at Tier I.  Now, utilizing the third metric, the Obtainable Solve Rate, the support center can flag each incident as a Tier 1, Tier II, etc. and determine what needs improvement. Using OBSR, the support center can ask: Was Tier I given the correct access, the proper training, or possibly even improved knowledge to solve an issue at the first point of contact with the user? 

The Definition:
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This can be illustrated through another example that shows the impact of tracking all three metrics on an organization. At many organizations, re-setting a user’s password go into the Tier II layer of support.  By having tools in place that can track how many of these incidents are escalated as well as the time it takes to closure is extremely valuable data to have.  

At many companies, 20 percent of the user requests coming in at the Tier I level are requests for a password re-set. It can sometimes take 90 minutes to reset a password. Of course, that equates to a lot of down time for a single user. But if staff at the Tier I could assess why it takes so long to reset a password, they could solve the service issue and significantly reduce a user’s actual down time.

However, without tracking the Obtainable Solve Rate and IT manager will never know what is possibly hindering operations. And, by letting the Tier I staff assess and solve problems will free up time and resources for the Tier IIs and Tier IIIs to attend to their workload priorities – including rollouts and emergencies. 

The approach in how to determine what can be placed under the obtainable solves rate lies in the ability to classify the incident and determine who is currently solving the incident outside of the Tier I component. The importance of documented escalation paths and knowledge for each type of incident resides at the core to being able to make this decision. Once you are able to see this solve rate and where each incident type sits it then comes down to the decision of the IT Support Group and the business to determine if they want to provide Tier I the ability or to have it remain in the current group that is solving it. A business decision is now able to be made in where you can see what effect this has on process time and even cost for the operation.

Conclusion

The only way to capture all three solve rate numbers is with an incident management system that classifies users’ issues and determines how best to solve those problems. Support centers are in the business of getting users up and running as quickly as possible so that those users they can return to productivity. There is no better way to do that than to keep improving the manner that incidents are handled on the user’s first contact with the support center.

This philosophy also allows us to:

· To have a clear picture of what Tier One is not solving which in turn provides valuable information to see what items are being escalated that delay the process time of a problem being resolved.

· Provide a gap between what Tier One has the ability to solve and what the overall solve rate can be. The measurement of the gap provides direction of what limitations Tier One has versus what knowledge and skills are needed to allow for certain types of incidents to be resolved at Tier One.

· Gives us a clear picture of what customer satisfaction could be if Tier One was provided more ability to solve more incidents at their level. Our customers will tell us where the problems lie and one of those items is delay in resolution which typically sits with incidents that need to be escalated. If more incidents are resolved at Tier One the process time to resolve will decrease which in turn will improve the overall satisfaction of our customers.

Overall Solve Rate (OSR)





Percentage of incidents closed by Tier I of the total incidents logged in a given time period.











Example





Tier I closed 850 incidents out of a 1,000 in a 30 days period Tier I’s solve rate for that given period equals 85%.








Overall Solve Rate (OSR)





Tier I closed 85% of the total incidents which was made up of Microsoft Office, Microsoft Windows, Lotus Notes, Internet Connectivity, and how to questions for an internal internet site.











Example





Tier I closed 850 incidents out of a 1,000 for the month and each incident made up the following %:


Microsoft Office: 20%


Microsoft Windows: 10%


Lotus Notes: 20%


Internet Connectivity: 15%


Internal Site: 20%











Ability Solve Rate (ASR)





Percentage of incidents closed by Tier I of the total incidents logged that they had the ability to solve in a given time period.











Example





Tier I closed 850 incidents out of 875 in a 30 day period.  Tier I’s solve rate for that given period equates to 97% ASR.








Ability Solve Rate (ASR)





Tier I closed 97% of the total incidents they had the ability to solve which was made up of Microsoft Office, Microsoft Windows, Lotus Notes, Internet Connectivity, and how to questions for an internal internet site.











Example





Tier I closed 850 incidents out of 875 they had the ability to solve for the month and each incident’s ASR was the following %:


Microsoft Office: 100%


Microsoft Windows: 100%


Lotus Notes: 95%


Internet Connectivity:93% 


Internal Site: 98%








Obtainable Solve Rate (OBSR)





Percentage of incidents that could be solved by Tier I in a given period if given proper access, rights, and training plus the percentage closed overall in a given time period.











Example





Tier I closed 850 incidents out of 1,000 in a 30 day period, but flagged 100 tickets that could be solved by Tier I if given proper access, rights, or training, equating to a 95% OBSR.








Obtainable Solve Rate (OBSR)





15% of the incidents had to be escalated outside of Tier I. These incidents were made up password resets, network access rights, and a custom application.











Example





It was established if Tier 1 was provided rights to set network access that equated to 100 incidents a month that no longer had to be escalated. Therefore the OBSR is now 95% based on if provided the proper rights. 











